
 

Managed Advantage Services 

 

Proprietary/Confidential 
Last Saved: 10/31/2014 

 Page 1 / 2 

 

Steps to disable SSL 3 in each browser 

 

Internet Explorer: 

1) Open a new Internet Explorer session 

2) Go to Tools/Settings at the top next to ‘Help’ 

3) Click Internet Options (at the bottom) 

4) Click the Advanced tab on the far right 

5) Scroll down to the bottom until the ‘Use SSL 3.0’ checkbox is visible 

6) Uncheck the ‘Use SSL 3.0’ checkbox 

7) Click ‘Apply’ on the bottom right of that window 

8) Click ‘Ok’ 
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Firefox: 

1) Open a new Firefox session 

2) In the address bar, type “about:config” (no spaces or quotes and make sure there is a 

colon in between the words “about” and “config”) – see screen shot below 

3) Type “security.tls.version.min” (no quotes) into the search box and press ‘Enter’ 

4) Double-click the “security.tls.version.min” entry 

5) Change integer to a ‘1’ 

6) Click ‘Ok’ in the window  

7) Close Firefox browser and reopen a new session 

8) Open https://www.poodletest.com and verify the Springfield Terrier is pictured now 

saying “Not vulnerable”  

 

 

 

NOTE:  If a Springfield Terrier (a different dog that is not a Poodle) is visible in either Internet 

Explorer or Firefox, then the browser is not vulnerable and the user should be able to proceed 

to Advantage without a problem. 

If a Poodle is visible, then the browser is vulnerable and the user will need to disable SSL 3 in 

each browser by referencing the instructions above. 

 


